Risks

Countries

Crawl date:

URL:

2026-01-17 11:45:42

https:/fdirk-hahn.de

Cookies

Website does not contaln problematic cookles If no consent Is glven.

Risk: Cookies can cause liability issues!

Only essentlal vendors loaded without consent
Risk: When loading a vendor, this vendor already processes personal data (e.g. IP-address, Browser-
Information, Surf behavior), even when the vendor does not set cookies. Loading non-essential vendors without

consent can cause liability issues!

Only HTTPS Is used for connections
Risk: If elements in your website use HTTP instead of HTTPS personal data can be leaked. Therefore, all content

should be integrated using HTTPS only.

Only vendors that store or process personald data within the EEA/EU are loaded without consent
Risk: Some vendors vendor may transfer, store or process personal data outside of the EEA/EU. Loading these

vendors without consent can cause liability issues!

Only vendors that use datacenters from EU companles are loaded without consent
Risk: Vendors may use servers that are located in the EU but the owner of the datacenter is a non-EU company.

Loading these vendors without consent can cause liability issues!

Cookle Types

] 5t Party Coakie [ LocalStarage ltem [ 3rd Party Caakie

Unique Cookies: 0

CMP: automatic



Is my old Cookie Consent Layer valid?

In order to ensure that your website is GDPR compliant you should ensure to have a Consent Message on your website that covers the following points:

} Ensure your Consent Layer not only talking about cookles! GDPR is not only about cookies but also the other purposes of data processing (marketing, analytics,
personalization, ...).
Ensure your Consent Layer does name the vendors you are working with. They should be named in the layer or on a second screen of the layer ("details paga").
Ensure your Consent Layer allows objection ("No"-Button Is missing). Consent is only valid if there is a choice for the user.

Ensure that data processing only starts after consent is given.

Y Ry "

Ensure that your Consent Layer names all vendors AND the purposes for each vendor! Otherwise your CHMP does not follow the IAB TCP policy and is therefore not valid.

Try Consentmanager.net CMP Now For Free! | More Info




VVendors and Cookies

Vendor Consent (%] Rejection

[unknown vendor]

[unknown vendor] Domains: dirk-hahn.de ({ 7 )

Findings Found: https:/fdirk-hahn.de
Loaded when consent is given: Yes (1x)
IEI Loaded when rejection is given: Yes (1x)

Domain Cookle name Sample value Explre Type )

Mo Cookies found






Lrawler Ivietadata

Found Google Consent Mode

CMP found

Cookie message found

TCF v2 found

Do=-not-sell link found

Blocking mode

Mot found

Yes (0)

Mo

Yes

Mo

Unknown



